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AP XXX Technology – Student Acceptable Use Regulation 
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Date:  

 

RE: FORMER POLICY 3035R4 TECHNOLOGY – STUDENT 

ACCEPTABLE USE REGULATION 
 

R E G U L A T I O NS 
  

1. Students are responsible for their network accounts and all activity taking place in their allotted 
storage space and under their password. Passwords must not be shared.  

 
2. Students should not use another person's account.  
 
3. District technology resources must be used responsibly and only for educational purposes.  
 
4. Students must conduct themselves in a manner which respects the rights of others and is 

consistent with the School and District  Codes of Conduct for Students. 
 
5. Students using District technology resources are expected to follow the same regulations both 

during and outside of school hours.  
 
6. Teachers and principals are responsible for taking appropriate disciplinary action when these 

regulations are contravened.  
 
7. Illegal acts committed on or through District technology resources may be reported to legal 

authorities. Illegal acts may include, but are not restricted to, hacking into systems or deleting 
files to which the student does not have access privileges, introducing viruses or downloading 
or copying copyrighted material.  

 
* District technology resources as referenced in this regulation refer to computer and wireless 
networks, bandwidth, software, communication tools and electronic devices owned by the district 
including (but not limited to) digital cameras, computers, scanners, printers, Smart Boards, 
Document Cameras. 

 


